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advanced event monitoring. The system integrates with critical business applications including video 

systems from American Dynamics, as well as third-party devices such as fire alarms, intercoms, and 

burglar and other alarms. This system is managed and maintained by the Texas Tech Police 

Department.  

 

The TTU official ID card can be used for access or specialized access devices are obtainable from 

vendors at the expense of each department on campus. The Texas Tech Police Department can assist 

in providing a list of vendors for purchasing these devices. The Texas Tech Police Department will 

maintain a list of authorized people who can reques
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Department of Public Safety and Private Security Bureau for their portion of the work. The awarded 

Contractor will be required to submit this information to the Texas Tech Police Department. The Texas 

Tech Police Department may validate the licensing submitted with the State at their option. 

 

Access Control System 

Specifications are to be based on the Software House C-Cure 9000 Security Management System. The 

existing security management system (C-Cure System) is managed by TTPD and hosted at TOSM. 

Contractor will be required to provide Ethernet connection and programming of new Software House 

security devices, camera system and controller to be accessed on Texas Tech Police Department 

existing C-Cure Security System. The Company of Record for the Texas Tech University C-Cure 

System is Firetrol.  Firetrol will be the only electronic security company authorized to modify/program 

the existing C-Cure system front end server located at TOSM. 

 

NOTE: TTU University Student Housing is currently u
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A final inspection walk-through will be conducted with the Texas Tech Police Department to verify 

system operation and final acceptance of the work. 

 

Access Control General Design Guidelines 

1. Perform two (2) scheduled preventative maintenance site visits per year during the warranty 

period. 

2. Normal business hours shall be 8 AM to 5 PM Monday through Friday. Calls for service before 

noon shall be responded to on-site before the end of the day. Calls after noon shall be 

responded to on-site by noon the following business day. 

3. The access control integrating company selected to install and maintain the system shall have 

duplicate system parts available within 50 miles of installation site should any part of the system 

fail. 

4. All cabling and wiring must meet University guidelines.  Specifically, cabling may be installed in 

above ceiling cable trays.  Cabling that is not utilizing above ceiling, housed within cable trays or 

leaving from a cable tray to a final destination should be in conduit of the appropriate size to 

accommodate the specific number of cables or low voltage wiring required.  All device cabling 

and wiring shall be labeled correctly with pathways identified before termination in the iStar 

panel.  Junction boxes above controlled/monitored doors or windows shall be placed above the 

ceiling on the secured side of the opening.  Junction boxes shall not be accessible from the non-

secured side of the door. 

5. All security access and camera systems shall derive power from new emergency panels (fed 

from generator). 12-volt battery backup to provide 12 hours of standby power supply shall be 

provided. 

6. The iStar intelligent field controller panels should be installed in climate-controlled areas such as 

phone or technology rooms where access is controlled by maintenance or “tunnel” keys.  

Electronic security control systems are not to be planned or scheduled to be installed in the 

Main Distribution Frame (MDF) or Intermediate Distribution Frame (IDF) spaces.  

7. Wiegand mag stripe readers will not be an acceptable way to control access to controlled doors.  

Proximity readers or proximity readers with keypads are to be specified at locations (controlled 

doors) where card access is required.  Wiegand HID proximity readers, Software House 

proximity readers and Software House proximity readers with keypad and LCD display are 

required. 
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A minimum of one Software House iStar intelligent controller enclosed in a metal case using a locking 

device keyed the same as the existing panels on cam
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b. Locking devices must be 24-volt devices. 12-volt locking devices will not be accepted. 

c. Electric door strikes for all exterior doors will be programmed to fail-secure in the event 

of building power loss. 

7. Electrified Door Hardware 

a. Locking devices must be 24-volt devices. Twelve volt locking devices will not be 

accepted. 

b. Coordinate door strike with door frames. 

c. Electrified door hardware for all exterior doors will be programmed to fail-secure in the 

event of building power loss. 

8. Removable Mullions  

a. Contractor shall provide a quick disconnect and pigtail in the top of the mullion. 

b. Contractor shall provide quick disconnect, power supply 120V emergency power, relays, 

wiring and conduit. 

9. Request-to-Exit (REX) Devices: 

a. Provide REX: PIR or approved equal 

b. Coordinate location of device with door and wall conditions. 

c. Refer to plans for exact number and locations of REX’s. 

d. Provide installation connection power supply, 120V emergency power, relays, 

backboxes, wiring and conduit. 

10. Door Position Switches and Contacts:  

a. Provide Software House/Tyco door contacts. 

b. Contacts shall be hidden in the top of the door frame. Coordinate requirement with door 

manufacturer. Contacts behind the hinges are not acceptable. 

c. Provide Software House/Tyco overhead contacts. 

d. Contractor shall provide installation, connection, control wiring and power supply. 

11. Access Control Power Controller/Supply: 

a. Provide one (1) dedicated circuit power supply for each I-star controller. 

b. Refer to plan for location of power supply. 

c. Contractor shall provide installation, connection, patch cords, 120V emergency power, 

wiring and conduit. 

12. Panic Alarm 

a. Provide at least one (1) panic button by USP HUB2 Series or approved equal. 

b. Coordinate location of button with owner. 

c. Contractor shall provide installation, control wiring and conduit 
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13. Motion Sensor 

a. Provide Sentrol / 6E PIR # AP100PI or approved equal. 
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11. Software and firmware as required to provide a complete functioning system. 

12. Wiring and raceway. 

13. Installation, testing and certification and training. 

14. Interface with air handling units and stairwell pressurization system. 

15. Interface with Clean Agent Suppression System serving computer rooms. 

16. Remote annunciator panel. 

 

Before commencing work, submit data showing the Contractor has successfully installed fire alarm 

systems of the same type and design as specified, or that they have a firm contractual agreement with 

a subcontractor having the required manufacturers’ training and experience.  

The Contractor shall include the names and locations of at least two installations where the Contractor, 

or the subcontractor above, has installed such systems. Specify the type and design for each system 

and furnish documentation that the system has performed satisfactorily for the preceding 18 months. 

 

Provide the services of a representative or technician from the manufacturer of the system, 

experienced in the installation and operation of the type of system provided. The representative shall be 

licensed in the State of Texas. The technician shall supervise installation, software documentation, 

adjustment, preliminary testing, final testing and certification of the system. The technician shall provide 

the required instruction to the Owner’s personnel in the system operation, maintenance and 

programming. 

 

The system shall be a complete, electrically supervised multiplex style fire detection and voice 

evacuation system with intelligent analog alarm initiation, to be device addressable and annunciated as 

described and shown on the Drawings. Fire Control Instruments is the acceptable manufacture. Other 

manufacturers meeting the requirements of this specification for design, function and performance will 

be considered upon submittal of manufacturer’s data to the Texas Tech University Fire Marshal’s 

Office. 

 

The system shall support intelligent analog smoke detection, manual station, water flow, supervisory, 

security, and status monitoring devices. Fire alarm, supervisory, trouble, security and status shall each 

be treated as a separate level of alarm, each with its own level of priority. The system shall also support 

amplifiers, voice/visual circuits, and stairwell pressurization fans and dampers. 

 

The system shall be programmed in the field via a laptop computer. All programmed information shall 
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will be prepared by the Acceptance Inspector in accordance with NFPA 72, and the Owner’s 

requirements. The Contractor shall be responsible for the performance of the ATP, demonstrating the 

function of the system and verifying the correct operation of all system components, circuits, and 

programming. 

 

The Contractor shall warrant the entire system against mechanical and electrical defects for a period of 

18 months. This period shall begin upon completed certification and test of the system. During this 

warranty period the contractor shall respond to a trouble call within 2 hours for problem determination, 

and resolution to the problem within 24 hours. 

Construction documents for fire alarm systems shall be submitted for review and approval prior to 

system installation.  Construction documents shall include, but not be limited to the following: 

 

1. A floor plan which indicates the use of all rooms. 

2. Locations of alarm-initiating and notification appliances. 

3. Alarm control and trouble signaling equipment. 

4. Annunciation. 

5. Power connection.  

6. Battery calculations. 

7. Conductor type and sizes. 

8. Voltage drop calculations. 

9. Manufacturers, model numbers and listing information for equipment, devices and materials. 

10. Details of ceiling height and construction. 

11. The interface of fire safety control functions. 

12. Systems and their components shall be listed and approved for the purpose for which they are 

installed. 

 


